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Data security and privacy statement for 
Product Management Dashboard for JIRA 
 
We, proProduktmanagement GmbH, take the protection of your personal data very seriously 

and adhere strictly to the rules of data protection laws.  

We are committed to meeting the requirements of the General Data Protection Regulation 

(GDPR). Our privacy statement provides information about how we collect and process your 

personal information. 

1. Data security 

proProduktmanagement GmbH programs the software to the best of its knowledge so that no 

data loss occurs. 

The customer and user must provide independently for a regular data backup to avoid a 

possible data loss. The security of the servers and computers is also the responsibility of the 

customer and user. 

2. Handling personal data 

Personal data is only collected if you voluntarily provide it to us for the execution of a 

contract. Which data are raised, are evident from the respective input forms. 

These data are stored and used exclusively for the answer of your request and/or for the 

establishment of contact and the associated technical administration. Your data will be 

deleted after final processing of your request, if you so wish and if there are no legal 

obligations to retain the data. 

The Product Management Dashboard does not share any personal data with 

proProduktmanagement or any third party. We will not sell, rent or otherwise market your 

personal data to third parties. 

3. Contact us 

When contacting proProduktmanagement (when booking training courses, e-mail enquiries), 

the user's details (telephone number, name or user number and e-mail address) are stored 

for the purpose of processing the enquiry and in the event that follow-up questions arise. 

4. Rights of the user 

The user has the right, upon request and free of charge, to obtain information about the 

personal data stored about him. In addition, the user has the right to correct incorrect data, 

block and delete his personal data, unless there is no legal obligation to retain. 

5. Deleting data 

The data processed by us will be deleted or restricted in its processing in accordance with 

the GDPR. Unless expressly stated within the scope of this data protection declaration, the 

data stored by us will be deleted as soon as it is no longer required for its intended purpose 

and the deletion does not conflict with any statutory retention obligations. 

 


